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Purpose

	
	

	
	This document describes how VDK-RIT will perform the job of managing risks. The template for this document was taken from Karl Wieger’s software process website at www.processimpact.com.  It defines roles and responsibilities for participants in the risk processes, the risk management activities that will be carried out, the schedule and budget for risk management activities, and any tools and techniques that will be used. 

	
	


	


Roles and Responsibilities

	
	

	Project Manager
	The Project Manager will assign a Risk Officer to the project. The Project Manager and other members of the VDK-RIT shall meet weekly to review the status of all risk mitigation efforts, and review the exposure assessments for any new risk items.

	
	

	
	

	Risk Officer
	The Risk Officer has the following responsibilities and authority:

-Identify new risks

-Maintaining/Tracking the list of on-going risks

-Closing risks that have been mitigated

	
	

	
	

	Project Member Assigned a Risk
	Identified risks can be assigned to Project Members, who will assess the exposure and probability for the risk factor and report the results of that analysis back to the Risk Officer.  The final authority on risk changes still resides with the Risk Officer.

	
	


	


Risk Documentation

	
	

	Risk List
	The risk factors identified and managed for this project will be in this document under the Risk List heading, which is located on the VDK-RIT web site at www.se.rit.edu/~vdkrit. 

	
	

	
	

	Risk Data Items
	The following information will be stored for each project risk: 
-Risk ID

-Classification

-Report Date

-Probability

-Impact

-Priority

-First Indicator

-Mitigation Approach

-Date Started

-Owner

-Current Status

-Contingency Plan

-Trigger for Contingency Plan

For explanations of these sections see Appendix.

	
	

	
	

	Closing Risks
	A risk item can be considered closed when it meets the criteria set in the Mitigation Approach.

	
	


	


Activities

	Risk Identification
	Task
	Participants

	
	Original risks will be identified by the Risk Officer and will be discussed with the group.  The group may modify or add risks at any time.  The status of risks should be reviewed at least once week by the Risk Officer.  All changes of the risk management document will be approved by the Risk Officer.  The modified risk list will be posted on the team website.
	VDK-RIT


	Risk Analysis and Prioritization
	Task
	Participants

	
	Project Members can be assigned a risk and that team member will be in charge of giving updates to the Risk Officer.
	Assigned Project Member

	
	The individual analyzed risk factors are collected, reviewed, and adjusted if necessary.  Impact of risks are measured on a scale of 1-10(1 nominal, 10 severe).  Probability is the estimated percent chance of the risk happening.  Priority is then a product of Impact and Probability. The list of risk factors are sorted by Priority.
	Risk Officer


	Risk Management Planning
	Task
	Participants

	
	For each assigned risk factor, recommend actions that will reduce either the probability of a risk materializing, or the severity of the exposure if it does. Return the mitigation plan to the Risk Officer.
	Project Members

	
	The mitigation plans for assigned risk items are collated into a single list. This list will be available on the VDK-RIT website.
	Risk Officer


	Risk Resolution
	Task
	Participants

	
	Each individual who is responsible for executing a risk mitigation plan carries out the mitigation activities.
	Assigned Individual


	Risk Monitoring
	Task
	Participants

	
	Once a week, the group will set aside meeting time to discuss the most pressing risks and actions that are being taken to mitigate them.
	Risk Officer

	
	The status and effectiveness of each mitigation action is reported to the Risk Officer every week. 
	Assigned Individual

	
	The probability and impact for each risk item is reevaluated and modified if appropriate.
	Risk Officer

	
	If any new risk items have been identified, they are analyzed as were the items on the original risk list and added to the risk list.
	Risk Officer

	
	Any risk factors for which mitigation actions are not being effectively carried out may be brought to the attention of the Project Manager.
	Risk Officer


	


Schedule for Risk Management Activities

	
	

	Risk Identification
	A risk workshop will be held on approximately 1/22/2004.

	
	

	
	

	Risk List
	The prioritized risk list will be completed and made available to the project team by approximately 1/27/2004.

	
	

	
	

	Risk Review
	The Risk Management Plan will be reviewed and approved by the VDK-RIT on approximately 1/27/2004.

	
	

	
	

	Risk Tracking
	The status of risk management activities and mitigation success will be revisited as part of the gate exit criteria for each life cycle phase. The risk management plan will be updated at that time. 

	
	


	


Risk List

	Risk ID: R1
	Classification: Implementation
	Report Date: 1/27/2004

	Description: Videk requires a report template generation tool.  The group must decide how much functionality can be put into a template generation tool for the system.


	Impact: 8
	Probability: .5
	Priority: 4.0

	First Indicator: During planning for the coding phase the group sees potential time constraints when implementing the template generation tool portion.

	Mitigation Approach: By talking to the company contact Chris Haidvogel, agree on a tool that meets the customer’s needs and will be feasible for the team’s time constraints.

	Date Started: 1/13/2004
	Owner: Team

	Current Status: The team and Chris have met and decided on what kind of functionality the template generation tool will have.  The team also has decided on a look and feel for the template generation tool.

	Contingency Plan: Meet with Chris and try to make a compromise on the amount of functionality in the template generation tool.

	Trigger for Contingency Plan: The team can no longer feasibly complete the project in the allotted time.


	Risk ID: R2
	Classification: Planning
	Report Date: 1/27/2004

	Description:  Chris or team members may not be able to make scheduled meetings because of inclement weather or other special circumstances.  Missing group members would need to be caught up on missed info.  If the whole group could not meet there would be a need for another means of communication.


	Impact: 6
	Probability: .6
	Priority: 3.6

	First Indicator: Severe snowstorm warnings or notification from a team member that they cannot make a meeting.

	Mitigation Approach:  Alternate forms of communication for such instances (i.e. e-mail, online meeting, phone meeting etc.)

	Date Started: 1/6/2004
	Owner:  Greg

	Current Status: The team members have each other’s e-mail addresses and we have Chris’s email and phone number.

	Contingency Plan: NA

	Trigger for Contingency Plan: NA


	Risk ID: R3
	Classification: Utilities
	Report Date: 1/27/04

	Description:  The CVS revision control system breaks or is unavailable.  This would mean a loss of all documents and code contained in the CVS well.



	Impact: 10
	Probability: .3
	Priority: 3.0

	First Indicator: CVS well unavailable.

	Mitigation Approach: CVS well will be backed up at least once a week or when a major change is added to it.

	Date Started: 1/13/04
	Owner: Adam

	Current Status: The CVS well is available to all members of the team.  Adam is in charge of the integrity of the well.

	Contingency Plan: Each group member should have a copy of the documents they worked on.

	Trigger for Contingency Plan: NA


	Risk ID: R4
	Classification: Implementation
	Report Date: 1/27/2004

	Description:  The user interface must be simple enough for the all operators, but still have all necessary functionality.  If all operators cannot use the interface it would make the product useless.


	Impact:  9 
	Probability:  .3
	Priority:  2.7

	First Indicator: Tests with the customers yield bad usability ratings. 

	Mitigation Approach: Videk will be shown initial user interface design as well as an initial prototype.

	Date Started: 1/4/2004
	Owner: Greg

	Current Status:  The team has initial draft of the UI which are in the process of being refined.

	Contingency Plan: 

	Trigger for Contingency Plan: NA


	Risk ID: R5
	Classification: Client
	Report Date: 1/27/04

	Description: Videk cannot provide the team with sample data sets in a timely fashion.  Without these sample data sets the group would have no way of properly testing the system.


	Impact: 9
	Probability: .3
	Priority: 2.7

	First Indicator: The team is reaches the end of the coding phase and Videk has still not delivered sample data sets.

	Mitigation Approach: The team must give Videk a plan and keep it updated so the company can plan on having the test data sets for a pre-determined date.

	Date Started: 1/13/04
	Owner: Team

	Current Status:  Team has not yet entered the coding phase and does not have a schedule for after week 10 of the Winter Quarter.

	Contingency Plan: With a description of the data sets the team creates its own sample data sets to test with.

	Trigger for Contingency Plan: The testing phase starts and the team has not yet received the sample data sets.


	Risk ID: R6
	Classification: Planning
	Report Date: 1/27/2004

	Description:  The team doesn’t have many times when all group members can meet.  Things may not get done or get overlooked because the group does not meet enough.


	Impact: 5
	Probability:  .5
	Priority:  2.5

	First Indicator: The team is fails to meet its scheduled milestones.

	Mitigation Approach: Team members meet in smaller groups as schedules dictate.

	Date Started: 1/4/2004
	Owner: Greg

	Current Status:  Currently the group is scheduling one extra meeting per week.

	Contingency Plan: Compromises will be made to make more time for more regularly scheduled group meetings.

	Trigger for Contingency Plan:  Team fails to meet a milestone.


	Risk ID: R7
	Classification: Team
	Report Date: 1/27/2004

	Description: Group teamwork issues.  Team members not able to work together in a professional manner.  If the team cannot get along, nothing will get done.


	Impact:  10 
	Probability:  .2
	Priority:  2.0

	First Indicator: An unprofessional argument between team members.

	Mitigation Approach: Greg Dicheck will be the team leader and run the meetings.  He will moderate discussions and stop arguments from escalating.

	Date Started: 1/4/2004
	Owner: Greg

	Current Status:  The group met with Dr. Ludi and Professor Lutz to discuss the problem and try to avoid future incidents.

	Contingency Plan: Improper conduct will be taken to Dr. Ludi for disciplinary action.

	Trigger for Contingency Plan: Team member disagreements become too heated or personal.


	Risk ID: R8
	Classification: Implementation
	Report Date: 1/27/2004

	Description: Added/new functionality given by Videk after the team has established a baseline.  New functionality may change design decisions.  More time would be needed for coding of the prototype.  Also more time for testing must be added.


	Impact: 9  
	Probability:  .2
	Priority:  1.8

	First Indicator: Notification from Chris that there are new features his company wishes to have.

	Mitigation Approach: New functionality has to be taken on a case-by-case basis.  An impact analysis will be done.  Acceptable changes can be added into the product and testing plan, but others may not work in the design or schedule and will be held off for newer versions.

	Date Started: 1/4/2004
	Owner: Team

	Current Status:  Changes come from Chris and are discussed by the group on a case-by-case basis.

	Contingency Plan: Add Videk’s changes, but strike lower priority items from the project.

	Trigger for Contingency Plan: Videk requires new functionality after baseline.


	Risk ID: R9
	Classification: Team
	Report Date: 1/27/2004

	Description:  Team members have difficulty learning new technologies/languages. If team members are having problems using technologies or languages they are unfamiliar with, the project development will be slowed.


	Impact: 5
	Probability:  .2
	Priority:  1.0

	First Indicator: The team is falling behind its coding schedule.

	Mitigation Approach: Team members unfamiliar with the languages/technologies we will need to research them before the coding phase begins. Help will be given by more knowledgeable team members. 

	Date Started: 1/4/2004
	Owner:  Team

	Current Status:  We are still in the initial phases of the project and team members still have time to familiarize themselves with what will be needed.

	Contingency Plan: Team member responsibilities will be reassigned by the Project Manager.

	Trigger for Contingency Plan:  The coding phase begins and team members are not familiar with the necessary technologies.


	Risk ID: R10
	Classification: Client
	Report Date: 1/27/2004

	Description:  If Chris is unavailable or cannot answer our question(s).  


	Impact: 7
	Probability:  .1
	Priority:  0.7

	First Indicator: Something happens to Chris or we are unable to get the information we need from Chris.

	Mitigation Approach: Our documentation must be kept correct and complete.  Another person should be able to come in and be caught up to speed within a week.  

	Date Started: 1/4/2004
	Owner: Team

	Current Status:  There is no current reason for us to have a contact other than Chris

	Contingency Plan: The team must be able to familiarize another Videk employee with our project.

	Trigger for Contingency Plan: Videk tells the team Chris will remain unavailable.


	Risk ID: R11
	Classification:  Implementation
	Report Date: 1/27/04 

	Description: The product does not meeting its performance goals.  This may require changes to the design and implementation approach the team has chosen.


	Impact: 9
	Probability: .4
	Priority: 3.6

	First Indicator: The team’s initial prototype fails to meet performance goals.

	Mitigation Approach:  Keep performance in mind as one of the most important factors in the design phase of the project.

	Date Started: 1/27/04
	Owner: Team

	Current Status: The team has not entered the design phase yet.

	Contingency Plan: See if the team can modify the code but not the design to improve performance.

	Trigger for Contingency Plan: The initial builds of the program are having performance issues.


	Risk ID: R12
	Classification: Client
	Report Date: 1/27/04

	Description: The team’s requirements are incorrect because of a flawed requirements elicitation process.  The team could waste valuable time revisiting requirements.


	Impact: 8
	Probability: .2
	Priority: 1.6

	First Indicator: Chris rejects the teams Software Requirements Specification (SRS).

	Mitigation Approach: When meeting with Chris make sure that the team shares their ideas for the project and asks questions about areas that are vague or unclear.

	Date Started: 1/27/04
	Owner: Team

	Current Status: The team has met with Chris many times already and he will be going over the SRS document with the team 1/29/04.

	Contingency Plan: NA

	Trigger for Contingency Plan: NA


	Risk ID: R13
	Classification: Utilities
	Report Date: 1/27/04

	Description: Hardware that the team is using fails during the development of the project.  The team could possibly lose important work.


	Impact: 9
	Probability: .3
	Priority: 2.7

	First Indicator: The team’s hardware is functioning improperly.

	Mitigation Approach: The team will back up its work at least once a week when the coding phase begins to try and minimize loss.

	Date Started: 1/27/04
	Owner: Team

	Current Status: The team has not yet configured the machine it will be developing on.  The coding phase will not begin until the Spring quarter for the team.

	Contingency Plan: Start using code that is backed up on a different machine.

	Trigger for Contingency Plan: If the hardware fails and we are unable to recover our project.


	Risk ID: R14
	Classification: Team
	Report Date: 1/27/04

	Description: Miscommunication between team members on what they should expect and have ready for each meeting.  This hurts the team by slowing down meetings and causes planning problems.


	Impact: 8
	Probability: .5
	Priority: 4.0

	First Indicator: Team members are regularly coming to meeting unprepared.

	Mitigation Approach: Greg will send out an email with action items for each team member that details what they must have ready for the next meeting.  Adam will coordinate a calendar with important due dates which will be posted on the team website.  

	Date Started: 1/27/04
	Owner: Team

	Current Status: The team has just implemented the mitigation approach and will see if it helps team members be more organized for meetings.

	Contingency Plan: NA 

	Trigger for Contingency Plan: NA


Appendix. Sample Risk Documentation Form

	Risk ID: <sequence number>
	Classification: <risk category>
	Report Date: <date this risk report was last updated>

	Description: <Describe each risk in the form “condition – consequence”.>



	Impact: <What’s the damage if the risk does become a problem?>
	Probability: <What’s the likelihood of this risk becoming a problem?>
	Priority: <Multiply Probability times Impact score to estimate the Priority.>

	First Indicator: <Describe the earliest indicator or trigger condition that might indicate that the risk is turning into a problem.>

	Mitigation Approach: <State one or more approaches to control, avoid, minimize, or otherwise mitigate the risk. Mitigation approaches may reduce the probability or the impact.>

	Date Started: <State the date the mitigation plan implementation was begun.>
	Owner: <Assign each risk mitigation action to an individual for resolution.>

	Current Status: <Describe the status and effectiveness of the risk mitigation actions as of the date of this report.>

	Contingency Plan: <Describe the actions that will be taken to deal with the situation if this risk factor actually becomes a problem.>

	Trigger for Contingency Plan: <State the conditions under which the contingency plan will begin to be implemented.>
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