Questions:

1)


Will there be multiple independent users of the system, or will all data be globally shared between users?


If so, what will be the restrictions on each user on other users’ data?


What kind of user authentication would be required for these users?


Will there be a administrator account that manages users on the system?


What information in the database will be shared?


What will be persistence in the database?


Will there be multiple stores of authority and bibliographic files, or just one massive central one?


How do we handle the adding of new authority files into the system, specifically with the conflict with existing bibliographic file created authority files?


What kind of output do you want generated from the system?


Will there be any pushed output, such as generated xml files with updated authority names of bibliographic records? Or will all output be pulled though API commands at our persistent storage?


Are you interested in statistics generated from the matching process, such as percentage of bibliographic records which authority names match directly, or is this information not important to you? Also what kinds of statistics are desired?
2)


When a generated auth record is created, when should it become valid for searching? How is it confirmed or rejected? If confirmed or rejected, how should it effect other possible matches to that auth record?

3)
The algorithm the sponsors have described to us appears to create a single potential link per name, with a given confidence, and then go on to the next link.  However, what about the possibility that there are multiple possible matches that can be made for a single name, with different confidence values? 

