Royal Flush Software

PaeTec E911 Provisioning System


	Test ID: 
	NF-600-1
	System:
	     

	Req ID: 
	600
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/3/03 KRF
	

	

	Condition to Test: The product's visual layout is arranged so that the desired positioning of items appears correctly to users running the user interface in resolutions of 800x600 pixels and above.

	Data/Steps to Perform: 
1. Set the display settings on your test machine to 800x600 and maximize your browser.

2. Visit each of the following pages, evaluating whether or not all items on the page appear to be rendered correctly in the positions and manner in which they were intended.

3. Go to the mainmenu.

4. Go to the Search MSAG page, perform a search and evaluate again with MSAG and community results displayed.

5. Go to the Find Customer page, perform a search and evaluate again with results.

6. Select "Create a new customer", and view an existing customer, evaluate the page in both modes.

7. Select "Create a location", and view an existing location, evaluate the page in both modes.

8. Go to the change password page.

9. Visit the user accounts page, and the modify user accounts page, evaluating each.


	Expected Results: Each page appears correctly with no items seeming to be out of place or innappropriately wrapping around the edge of the screen.  No pages should require the use of a horizontal scroll bar to see all the items.


	Test ID: 
	NF-603-1
	System:
	     

	Req ID: 
	603
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/3/03 KRF
	

	

	Condition to Test: All user interfaces in the product are printable such that all data, text, and fields on the interface are displayed fully on the printed page.

	Data/Steps to Perform: 
1. Set your browsers printer settings to the defaults for Internet Explorer.

2. Visit each of the following pages, print each and evaluate whether or not all items on the webpage appear printed fully on the physical paper page(s).

3. Go to the mainmenu.

4. Go to the Search MSAG page, perform a search and print again with MSAG and community results displayed.

5. Go to the Find Customer page, perform a search and print again with results.

6. Select "Create a new customer", and view an existing customer, print the page in both modes.

7. Select "Create a location", and view an existing location, print the page in both modes.

8. Go to the change password page.

9. Visit the user accounts page, and the modify user accounts page, printing each.


	Expected Results: Each page prints correctly with no items being cut off or ommitted.


	Test ID: 
	NF-650-1
	System:
	     

	Req ID: 
	650
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/3/03 KRF
	

	

	Condition to Test: The system must be easily viewable and useable on an 800x600 pixel terminal server with a 256 color palette.

	Data/Steps to Perform: 
Repeat test case NF-600-1 while also setting your display to 256 color during step 1.


	Expected Results: Each page appears correctly with no items illedgible or indiscernable due to the color restrictions.


	Test ID: 
	NF-700-1
	System:
	     

	Req ID: 
	700
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/3/03 KRF
	

	

	Condition to Test: The response time between any user interface request and completion of the response must be no longer than 20 seconds.

	Data/Steps to Perform: 
Test 1:

1. Perform an msag search with market "Washington DC" and State "DC".

Test 2:

1. Perform a PacBell community search and enter "e" for the community.

Test 3:

1. Search for companies by names that contain "t".

Test 4:

1. Add a new customer.

Test 5:

1. Add a new location to a customer with at least 24 TNs.

Test 6:

1. Modify a location changing at least 24 existing TNs and adding at least 24 new TNs.


	Expected Results: All of the test actions are completed and the page is done within 20 seconds.


	Test ID: 
	NF-701-1
	System:
	     

	Req ID: 
	701
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/3/03 KRF
	

	

	Condition to Test: The batch program to extract information for the ILEC's shall not take longer than 600 seconds to execute.

	Data/Steps to Perform: 
1. Create 1000 test TNs with status of New, Modified, and Inactive.

2. Run the batch program to create output records for these changes.


	Expected Results: The batch output program completes execution within 600 seconds.


	Test ID: 
	NF-751-1
	System:
	     

	Req ID: 
	751
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: The product shall use Oracle 9.2 or greater for all database necessities.

	Data/Steps to Perform: 
Examine the development environment and confirm that Oracle version 9.2 or greater is being used.


	Expected Results: Oracle 9.2 or greater is being used for development and thus the delivered product should work with it when deployed.


	Test ID: 
	NF-752-1
	System:
	     

	Req ID: 
	752
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: The user interface shall run properly on Microsoft Internet Explorer versions 5.0 and greater.

	Data/Steps to Perform: 
1. Launch a version of Microsoft Internet Explorer 5.0 or greater.

2. Use it while executing all of the other test cases in this test suite.


	Expected Results: All pages can be visited and appear/work correctly.  Any failures in any particular test case is not related to the use of IE 5.0 or greater.  (ie: the fault is elsewhere in the system and thus it would break in any browser)


	Test ID: 
	NF-753-1
	System:
	     

	Req ID: 
	753
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: The product shall use Resin Enterprise Application Server version 2.1.6 as its application server.

	Data/Steps to Perform: 
Examine the development environment and confirm that Resin Enterprise Application Server 2.1.6 is being used.


	Expected Results: Resin Enterprise Application Server 2.1.6 is being used for development and thus the delivered product should work with it when deployed.


	Test ID: 
	NF-756-1
	System:
	     

	Req ID: 
	756
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: The system shall not require the use of any browser cookies for proper operation.

	Data/Steps to Perform: 
1. Disable browser cookies in Internet Explorer.

2. Use the browser with disabled cookies while executing all of the other test cases in this test suite.


	Expected Results: All pages can be visited and work correctly.  Security and logging in work correctly.  Any failures in any particular test case is not related to the lack of browser cookies.  (ie: the fault is elsewhere in the system and thus it would break with cookies turned on as well)


	Test ID: 
	NF-757-1
	System:
	     

	Req ID: 
	757
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: The product must be developed using the Java J2EE SDK 1.3.1.

	Data/Steps to Perform: 
1. Examine the development environment used and check the version of J2EE being used.


	Expected Results: Version 1.3.1 of the Java J2EE SDK is being used during development.


	Test ID: 
	NF-800-1
	System:
	     

	Req ID: 
	800
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: All Java code is sufficiently javadoc'ed and all HTML code will include sufficient comments.

	Data/Steps to Perform: 
1.  Examine every Java source file.

2.  Examine every HTML source file.


	Expected Results: Every function and every class in the Java source code includes a javadoc header.

Every function in the HTML source code includes at least some comment.



	Test ID: 
	NF-850-1
	System:
	     

	Req ID: 
	850, 851
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: 
Secured parts of the system include all user interface areas except the MSAG searches.

Only authorized users with accounts in the product shall be allowed access to secured parts of the system.


	Data/Steps to Perform: 
Test 1:

1.  Open a browser and enter each of the following locations under you test system's deployment URL.

2.  For each, check that a login box appears requiring you to enter a valid login in order to view the page.  Ensure that when you enter a fake login or do not enter one that you are forbidden from the location.

"createnewuser.jsp", "cusotmerdataentry.jsp", "findcustomer.jsp", "locationdataentry.jsp", "mainmenu.jsp", "modifyuseraccount.jsp", "useraccounts.jsp", "userchangepassword.jsp", "findcustomerservlet", "customerdataentryservlet", "locationdataentryservlet", "changepasswordservlet", "createnewuserservlet", "useraccountsservlet", "modifyuseraccountservlet"

Test 2:

1.  Open a browser and enter each of the following locations under your test system's deployment URL.

2.  For each, ensure that no login is required to access the location and that you can perform a search.

"msagsearch.jsp", "msagsearchservlet"




	Expected Results: 
Test 1:

All of the specified locations are secured and cannot be reached when no valid login is entered.

Test 2:

All of the specified location are un-secure and can be reached and used without a login.



	Test ID: 
	NF-852-1
	System:
	     

	Req ID: 
	852
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: Only users with administrator rights to the product shall be allowed to add new user accounts for the product.

	Data/Steps to Perform: 
1. Log in as an administrator.

2. Go to the User Accounts Page.

3. Select the create new user button

4. Fill in information for a new user account, do NOT give them admin rights - submit it

5. Close the browser.

6. Open a new browser, direct the address to the main menu off the application.

7. Log in using the new account you just created

8. Examine the main menu for the "User Accounts" link that should not be there.

9. Type in the following addresses under the applications deployment URL:

"createnewuser.jsp", "modifyuseraccount.jsp", "useraccounts.jsp", "createnewuserservlet". "useraccountsservlet", "modifyuseraccountservlet"




	Expected Results: The new user account should work and log you into the application.  The main menu option to go to "User Accounts" should not be available from the menu.  Manually entering the address for user accounts, create user, or modify user should not let you in to those locations.


	Test ID: 
	NF-853-1
	System:
	     

	Req ID: 
	853
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: User passwords are encrypted within the database to ensure the security of the user accounts.

	Data/Steps to Perform: 
1.  Use a tool such as toad to connect to the Oracle database for the system.

2.  Run the command "select password from login" and examine the results.




	Expected Results: All passwords for the user accounts in the database should be indiscernable to the tester from what they actually are.


	Test ID: 
	NF-854-1
	System:
	     

	Req ID: 
	854
	Test Type:
	Acceptance

	Version: 
	1
	(Unit, Integration, System, Acceptance)

	Last Modified: 
	5/5/03 KRF
	

	

	Condition to Test: A user with an account for the product shall have access to secured and unsecured parts of the system.

	Data/Steps to Perform: 
Test 1:

1.  Open a browser and enter each of the following locations under you test system's deployment URL.

2.  For each, check that once you have logged in with a valid account you have access to these locations.

"createnewuser.jsp", "cusotmerdataentry.jsp", "findcustomer.jsp", "locationdataentry.jsp", "mainmenu.jsp", "modifyuseraccount.jsp", "useraccounts.jsp", "userchangepassword.jsp", "findcustomerservlet", "customerdataentryservlet", "locationdataentryservlet", "changepasswordservlet", "createnewuserservlet", "useraccountsservlet", "modifyuseraccountservlet"

3.  Check that you also have access to each of the following locations.

"msagsearch.jsp", "msagsearchservlet"




	Expected Results: The user is able to access all of the locations.


